This Freedom of Information request asks your council to prove the lawfulness of what it’s doing and name the companies behind it.
Send this one request, and you help expose whether your council is acting lawfully or feeding data into national and corporate identity systems.
Simply download the template below, fill in your name, and email it to your council’s FOI team (usually information@ or foi@ followed by your council’s domain).


FOI 1 – Legal Basis and Third-Party Involvement in Digital-ID / Data-Sharing Systems
To: [Insert Council Name] – Information Governance / FOI Team
Subject: Freedom of Information Request – Authority and Vendors for Digital ID or Resident Data Integration
Date: [Insert date]
Dear FOI Team,
Under the Freedom of Information Act 2000, I request recorded information concerning any Digital ID, Citizen Account, MyCouncil, Single Customer View, or similar data-sharing and AI-enabled systems operated or commissioned by [Insert Council Name]. There is growing public concern about the statutory authority being used by councils to collect and share resident or school data, and to engage third-party suppliers in systems that may form part of a wider digital-identity network.

Please provide:
1. Statutory Authority – the specific Acts and sections that authorise the Council to create or operate any digital-identity or citizen-account system, or to share resident/school data with external organisations.
2. If relying on Localism Act 2011 s.1 (General Power of Competence), explain how the Council has determined this complies with UK GDPR Articles 5 (lawfulness), 6 (legal basis), and 28 (data processors).
3. Third-Party Suppliers / Vendors – a list of all companies, consultants, or organisations involved since 2020 in developing, hosting, analysing, or providing software or AI services for these systems (e.g. Civica, Capita, Microsoft, NEC, AWS, Granicus, Tony Blair Institute for Global Change etc.). Include contract titles, start/end dates, and funding sources where available.
4. Data-Sharing and Funding Agreements – copies or summaries of agreements, memoranda of understanding, or grants with external bodies (including government departments or NGOs) that support digital ID or data-integration projects.
5. Legal and Governance Oversight – the name or title of the Monitoring Officer or Data Protection Officer responsible for ensuring compliance with privacy law for these activities, and any internal briefing notes they produced.
Please provide all information electronically (PDF or Word).
If exemptions apply, issue a Section 17 refusal notice explaining the exemption and public-interest test result, and supply summaries under Section 16 (duty to advise and assist).
Please acknowledge receipt and reply within 20 working days.
Note: If any part of the Council’s reply is unclear, incomplete, or refers to legislation or technical terms that require interpretation, I may forward the response to the campaign’s research team for review and clarification. This ensures consistency and transparency in understanding how local authorities are applying Digital ID or data-sharing powers.

Kind regards,
[Your Full Name]
(Email Address ) 


